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Community safety is about
feeling safe, whether at home,
in the street or at work. ... It is
defined as promoting the
concept of community based
action to inhibit & remedy the
causes and consequences of
criminal, intimidatory and
other related anti-social
behaviour—Unknown.




LS3CPSF CRIME STATISTICS
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Aszault Burglary Burglary - Drugs Hi-lacking - Shoplifting Thef‘t from Theft of MV
Attempt Attempt

We are closing in on the festive season and the time of the year that
the crime stats rises sky high.

Be vigilant and be aware of everything and everyone around you.

Residents are urged to report any corruption or bribery involving TMPD
members and Tshwane officials on the:

Corruption Hotline at 080 874 9263 or
Internal Affairs at 082 891 8625.

Residents are also reminded that when they are stopped by the TMPD to
obtain the officers’ name and surname on the shield or badge, and to
take note of the Registration number of the TMPD motor vehicle con-
cerned and / or the fleet number, example MP621.

This will assist in investigations when a complaint is lodged.

In case of emergencies the Joint Operations Centre
(JOC) can be contacted 24/7/365 on number:

079 528 1630




LS3CPSF Banking Details:

LYTTELTON COMMUNITY POLICE SUB_FORUM SECTOR 3

ABSA BANK
Savings acc
Branch : Lyttelton

Acc No.: 917 812 9694

Your contribution...

Support the community cause to keep you safe

Direct Access to all Emergency Servuces

Keeps the JOC / oL Mﬂ,!;J '
open 24/7 < S #’*
To assist in ALL To contribute:

emergencies

Send a email to

info@Is3cpf.co.za
Or contact the JOC

079 528 1630

m’g Pays our Bank Account Details:

Telephone bills 9 LS3CPSF
ABSA Bg Electronic Monthly
Pays the JOC Acc Type: Savings

Acc No: 917 812 9694 Newsistior
Worker salaries Branch: 632005
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CASTLE GATE PRECINCT

All residents using the Solomon Mahlangu & Van Ryneveld Road intersection to and from your residence has seen
the development that is erected on that corner.
“The east of Pretoria will have a wonderland of new live-work-play facilities thanks to Atterbury’s Castle Gate
Precinct, currently under construction.” - https://www.atterbury.co.za/castle-gate-precinct-to-enrich-pretoria-east/

Master Plan and Development Data




For more information: https://www.atterbury.co.za/portfolio-items/castle-gate-precinct/!portfolioCats=128




PROJECT : SCAMS AND CRIMES

To all interested

against scammers. Attached you will find various
knocks & scams about which we have received re-
peated complaints.

Good advice regarding scams:

Do not be motivated by greed, rather make informed

decisions.

® Do not reveal your personal information to any un-

known person, institution or organization.

® Take care to verify all information available to you
to ensure the legitimacy of any claim or request made.

Especially with claims regarding ‘Inheritance’ money,
payment notifications from  unknown particulars, as-
sistance with money, investments, winnings, rewards,

etc.

® Do not engage in any form of contact with scam-
mers. Once they have your personal information and
contact information they will persistently pursue and
harass you.

® Do not pay any money in order to receive

"winnings" - if you have to pay in, it is a scam!

Remember the old saying: If something is
too good to be true! It usually is!!

Top 10 List of Scams for 2019
There are many ways to measure the largest scams, but

most measure them by the number of people affected
and the total amount of money scammed.
1. Debt Collection:

Most of the complaints under this category involve debt
collectors. Consumers tell of receiving calls from harass-
ing collectors who are threatening and will repeatedly
call attempting to collect a debt. Other complaints that
fall under this category involved credit/debit card fees,
payday loans, credit repair companies and unauthorized
use of credit/debit cards. Some of these complaints in-
volved hidden fees and billing disputes as well.

2. Fake Government Officials:

If you received an email, letter or phone call from a gov-
ernment agency (typically the IRS or FBI) and it instructs
you to wire, Western Union or MoneyGram money
someplace, or follow a link and enter information - don't
believe it! The U.S. government would never instruct
anyone to use those methods to pay any bill or carry out
a financial transaction, particularly with an overseas
bank or agency.

We would like to remind the public to remain vigilant

SCAM

3. Identity Theft, Phishing, and Pharming:

Scammers gain access to your confidential information, like
social security numbers, date of birth and then use it to apply
for credit cards, loans, and financial accounts. Typically, the
victim receives an email that appears to be from a credible,
real bank or credit card company, with links to a website and
a request to update account information. But the website
and email are fakes, made to look like the real website.

4. Phone Scams:

This includes telemarketers violating the Do Not Call list,
Robodialers, scammers calling up pretending to be from a
bank or credit card company. Scammers call anyway, of
course, and they've even found a way to scam consumers
by pretending to be a government official calling to sign you
up or confirming your previous participation on the Dot Not
call list! A good example of this is the "Your Microsoft license
key has expired" scam call - which you can hear and read
about on this page.

5. Loans Scams/Credit Fixers:

False promises of business or personal loans, even if credit
is bad, for a fee upfront. Or a scam that promises to repair
your credit for a fee.

6. Fake Prizes, Sweepstakes, Free Gifts, Lottery Scams:
You receive an email claiming you won a prize, lottery or gift,
and you only have to pay a "small fee" to claim it or cover
"handling costs". These include scams that can go under the
name of genuine lotteries like the UK National Lottery and
the El Gordo Spanish lottery. Unsolicited email or telephone
calls tell people they are being entered or have already been
entered into a prize draw. Later, they receive a call congratu-
lating them on winning a substantial prize in a national lot-
tery. But before they can claim their prize, they are told they
must send money to pay for administration fees and taxes.
The prize, of course, does not exist. No genuine lottery asks
for money to pay fees or notifies it's winners via an email.

7. Internet Merchandise Scams:

You purchase something online, but it is either never deliv-
ered or it is not what they claimed it was, or is defec-

tive. Online shopping and other shops from home, such as
catalog, mail, and phone shopping scams are on the rise.

8. Automobile-Related Complaints:

Car loans, car buying, car sales, auto repair, fake or useless
extended warranties. Some of the complaints alleged con-
sumers paid for repairs and that services provided were
shoddy. Consumers reported repair companies that return
vehicles to the consumer in a worse condition than it was
initially given to them. Other complaints involved consumers
not receiving title to their vehicles at the time of sale.

9. Credit Bureaus and Related Credit Scams:
Credit/debit card fees, payday loans, credit repair companies
and unauthorized use of credit/debit cards. Some of these
complaints involved hidden fees and billing disputes as well.

10. Phishing/Spoofing Emails:
Emails that pretend to be from a company, organization or

government agency but ask you to enter or confirm your
personal information.




Vehicle Identification
QUESTIONS TO ASK

S Model

Markings§ For stolen vehicles - please ask:
Is the vehicle equipped with a tracking syslem?
How much fuel is in the vehicle?
Does vehicle have and anli hijacking cut oul switch
and how soon will this happen?

HNIDIRECTIONI!!

Suspect Identification

HAIR COLOUR
(Long/Short)

HEAD GEAR
(Hat/Cap/Beanie/Balaclava) GLASSES
SKIN TONE (Tinded/seeing)

{Lightmediam/dark)
SCARS

FACIAL HAIR

(Clear face/Bearded/moustache)

BRAND NAMES CLOTHING GRAPHICS

JACKET
(Hoodie/windbreaker/Jersey)

TATOOS

SHIRT
(Long/Short/Shirt/T-Shirt)

JEWELRY
(Band/Watch/Rings)
WEAPON
(Knife/Gun/Club)

GLOVES
(Light/mediam/dark) PANTS
(Long/Short/Baggie/)
PANTS
(Long/short/denim/
nyio) FOOTWEAR

(Boots/takkies/Sandles)

REMEMBER TO ASK:
Height / Build / Complextion




LS3CPSF
-
Tongorloat

Member Display Boards

Member display boards are available at the

Control Room situated at the Total garage : LS 3 CPSF
in Pierre van Ryneveld at a cost of R75 ' LYTTELTON SECTOR3
each. Kindly collect and sign the collection ~ COMMUNITY POLICE-SUB FORUM
Phone: register. By displaying these notices on 2
079 528 1630 your boundary fence, our patrollers can 079 528 1630 |
: easily identify your premises. In this way e a8
. Email: you are also sending a message to : . 2% BB
info@Is3cpf.co.za criminals that we as a community stand

united against crime.

What your wheelie bin would tell you
if it spends the night outside ...

We are on the web:

| get used as a ladder toget
over walls or ..

Www.Is3cnst.co.za

[ am used as a hiding
place to ....

]
n AMBUSH YOU g
=
]
Lyttelton Sector 3 Community ;
Folies Sus 6raT | whisper to criminals that g
you're not home and 2
they're welcome to visit! =
ONLY put ME out the moming of
collection day and make sure Fam back E!
behind gates and oul of sght the same 8,
day. E
m
g
Ask Mr BIN's owner next door to help | even know some f=
vou il vour routine makes this difficult. people’s ID numbers 3
: )
Newghbours .u_l there 'I|_||1|1lJl..lL|Iu[]I|tE al“ld BANK details.... E
and look out for each other, E
w

To change or cancel a debit order, we have to receive the details
before the 15th of the month in order to change or cancel it in time.

Emails can be sent to:
info@ls3cpf.co.za / treasurer@Is3cpf.co.za




